
INTERNATIONAL JOURNAL OF RESEARCH AND SCIENTIFIC INNOVATION (IJRSI) 

ISSN No. 2321-2705 | DOI: 10.51244/IJRSI |Volume XII Issue XI November 2025 

Page 1984 
www.rsisinternational.org 

 

    

 

Integrated HACCP and ISO 22000 Frameworks for Enhanced Food 

Safety Compliance 

Ademola Joseph Adeyemo 

Independent Researcher, Manitoba, Canada 

DOI: https://dx.doi.org/10.51244/IJRSI.2025.12110175 

Received: 30 November 2025; Accepted: 07 December 2025; Published: 24 December 2025 

ABSTRACT 

This study investigates the strategic integration of HACCP principles with the ISO 22000 Food Safety 

Management System (FSMS) to enhance regulatory compliance and mitigate contamination risk. By 

harmonizing HACCP’s preventive, science-based methodology with ISO 22000’s comprehensive management 

structure, organizations achieve a unified system for proactive hazard identification, assessment, and control. 

The research emphasizes the role of digital enablement, specifically IoT/SCADA telemetry for real-time 

monitoring and an eQMS for automated workflows, in strengthening system rigor. Empirical analysis from 

multiple food manufacturing sites demonstrates significant, quantifiable results: average audit non-

conformities were reduced by 45% and contamination events dropped by 38%. Furthermore, the average time 

to close corrective and preventive actions (CAPA) fell from 22 days to 9 days. The findings conclude that this 

integrated approach transforms food safety management from a fragmented compliance task into a predictive, 

data-driven process vital for global food supply chain resilience 

Keywords:   HACCP, ISO 22000, Contamination, Compliance, Audit, Predictive 

INTRODUCTION 

Modern food manufacturing often operates with fragmented or siloed food safety systems, where HACCP 

plans function separately from broader management requirements and site-to-site practices diverge, producing 

inconsistent controls, duplicated documentation, and audit gaps that elevate regulatory and contamination 

risks. This paper addresses that fragmentation by examining how an explicit integration of HACCP principles 

within the ISO 22000 food safety management system can streamline governance, standardize preventive 

controls, and strengthen verification and improvement cycles across diverse plants (Abidin et al., 2025; 

Egbosiuba et al., 2025; Oni, 2025; Taiwo, Olatunji & Akomolafe, 2025). The aim is to demonstrate that 

harmonizing HACCP’s hazard analysis, CCP determination, validation, and monitoring with ISO 22000’s 

contextual analysis, leadership, risk-based planning, support, operational control, performance evaluation, and 

continual improvement materially improves compliance posture, audit readiness, and contamination control 

(Awe & Akpan, 2017; Obuse et al., 2020; Uddoh et al., 2021).  

The scope focuses on food manufacturing operations with multi-site relevance, recognizing that corporate 

policies must translate into consistent line-level behaviors while accommodating product, process, and 

regulatory variability. The study is guided by four questions: (1) To what extent does a unified HACCP–ISO 

22000 framework reduce non-conformances and audit findings relative to standalone programs? (2) How does 

integration affect the speed and effectiveness of corrective and preventive actions following CCP/oPRP 

deviations? (3) What digital enablers, such as eQMS, real-time monitoring, SPC, and traceability, most 

effectively support integrated execution and evidence generation? (4) How does integration influence 

organizational culture, cross-functional communication, and accountability? Expected contributions include an 

actionable mapping between HACCP activities and ISO 22000 clauses; a phased implementation roadmap 

suitable for multi-site rollouts; a KPI set linking operational controls to regulatory and certification outcomes; 

and empirical evidence on reductions in contamination events, improved first-time audit pass rates, and faster 

CAPA closure (Awe, Akpan & Adekoya, 2017; Ogundipe et al., 2019; Uddoh et al., 2021). By reframing food 

safety as a single, data-driven system rather than parallel programs, the paper seeks to provide manufacturers 
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with a practical, scalable path to resilient compliance and demonstrably safer products (Aduloju, et al., 2022; 

Erigha et al., 2022; Taiwo et al., 2022). 

METHODOLOGY 

This study employs a multi-site, mixed-methods, quasi-experimental design to evaluate the effectiveness of an 

integrated HACCP rigorously–ISO 22000 framework, digitally enabled and privacy-preserving, in enhancing 

food safety compliance, audit readiness, and contamination control across manufacturing operations (Lee, 

Daraba, Voidarou,  Rozos, Enshasy, & Varzakas, 2021). Participating food plants are purposively selected to 

represent diverse operational categories, including ready-to-eat, thermal-processed, and allergen-handling 

environments. The study employs a structured timeline, beginning with a 3-month baseline period, preceding a 

9-month intervention, and followed by a 3-month stabilization period. The core intervention package consists 

of six key components: clause-level HACCP–ISO 22000 harmonization; prerequisite program standardization 

to ISO/TS 22002-1; formal validation of Critical Control Points (CCPs) and definition of operational 

Prerequisite Programs (oPRPs); deployment of an electronic Quality Management System (eQMS) with role-

based access control (RBAC); deployment of IoT/SCADA telemetry for real-time monitoring of CCP and PRP 

parameters; and the use of secure analytics pipelines employing homomorphic encryption and federated 

learning to enable multi-site benchmarking while preserving data privacy. 

Data collection utilizes dual streams. The Quantitative Stream tracks Process and outcome measures, including 

non-conformances per 1,000 audit items, CAPA closure lead time, first-time audit pass rate, CCP deviation 

frequency, environmental monitoring positives (EMP), allergen mislabel rates, and complaint rates (Adeshina, 

2025). Sampling and power considerations are set to detect a 25% reduction in non-conformances and a 30% 

reduction in EMP positives7. Primary quantitative analysis uses Interrupted Time-Series (ITS) models to 

estimate changes in level and slope pre/post intervention, controlling for seasonality8. Secondary analyses 

apply Poisson or negative-binomial regression for count outcomes and Cox models for time-to-CAPA closure. 

The Qualitative Stream, gathered through interviews and gemba observations, captures cultural shifts in 

communication, accountability, and continuous improvement, with competency shifts measured using a 

before/after survey instrument whose reliability is assessed via Cronbach’s alpha (Thabane & Kowalski, 2006). 

Digital enablement follows DataOps principles, ensuring governed and reproducible pipelines (Frenzel & 

Theuvsen, 2020). All exception signals automatically open deviation cases in the eQMS, initiating structured 

Corrective and Preventive Action (CAPA) workflows and automated lot holds, enforced by electronic 

signatures and full audit trails. Validation rigor is applied to both hardware and software, following the 

IQ/OQ/PQ protocol for sensors, SCADA, eQMS, and analytics systems (Liu & Yang 2021). Cybersecurity 

controls—including network segmentation between OT and IT, allow-listed protocols, and zero-trust 

principles—protect data integrity and operational technology (OT) systems. Traceability and genealogy are 

implemented end-to-end, with unique lot identifiers propagating from receipt through processing to 

distribution, and mock recalls executed every eight weeks to validate speed and completeness. 

The primary analysis compares baseline to intervention and stabilization periods, triangulating quantitative 

KPIs with qualitative insights. Outcome interpretation emphasizes practicality: reduced findings, faster CAPA 

cycles, and contamination control are mapped to cost impacts (e.g., scrap/rework, audit prep hours) to produce 

a conservative return-on-investment (ROI) estimate. Success is ultimately defined not just by statistical 

significance, but by operationalization: evidence that compliance becomes self-evidencing, audit preparation is 

compressed to days, and contamination risk is structurally lowered by clearer ownership and faster, better-

documented responses. 

Standards Background (HACCP & ISO 22000) 

Standards for food safety have matured from prescriptive checklists into integrated, risk-based management 

systems that align day-to-day operations with enterprise governance and regulatory expectations. At the core 

sits Hazard Analysis and Critical Control Points (HACCP), a preventive, science-based method designed to 

identify, evaluate, and control hazards significant to food safety. HACCP is structured around seven principles: 

conduct a hazard analysis; determine critical control points (CCPs); establish critical limits for each CCP; 
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establish monitoring procedures; establish corrective actions; establish verification procedures; and establish 

documentation and record keeping. In practice, a team systematically maps the process flow, evaluates 

biological, chemical, and physical hazards, and designates CCPs where control is essential to prevent, 

eliminate, or reduce a hazard to an acceptable level (Akinola et al., 2024; Babalola et al., 2024; Bobie-Ansah, 

Olufemi & Agyekum, 2024). For each CCP, measurable critical limits (for example, internal cook temperature 

or pH) are defined, real-time monitoring is assigned, and preplanned corrective actions specify what to do 

when limits are not met. Verification activities such as calibration, validation studies, and independent reviews 

confirm that the plan works as intended, while records provide evidence for audits and continuous 

improvement. Figure 2 shows the Implementation of Food Safety Management Systems presented by Lee et al. 

2021. 

 

Figure 2: Implementation of Food Safety Management Systems (Lee et al., 2021). 

HACCP operates alongside prerequisite programs (PRPs), the foundational hygienic practices and conditions 

that create an environment where safe food can be produced. PRPs include sanitation, pest control, water 

quality, allergen management basics, personnel hygiene, equipment maintenance, and supplier approval. In the 

ISO 22000 lexicon, operational PRPs (oPRPs) are a subset of control measures arising from hazard analysis 

that manage significant hazards but are not designated as CCPs; they are controlled through measurable or 

observable criteria, with defined monitoring and action limits, yet typically do not require the same strict, 

continuous monitoring or immediate corrective action structure as CCPs (Adeleke, Olugbogi & Abimbade, 

2024; Oyeyemi, Orenuga & Adelakun, 2024; Taiwo, Akinbode and Uchenna, 2024). Distinguishing PRPs, 

oPRPs, and CCPs is crucial: PRPs keep the system hygienic in general; oPRPs target specific significant 

hazards using enhanced control; CCPs address points where loss of control would likely result in an 

unacceptable food-safety outcome, demanding critical limits and rigorous monitoring. For example, facility 

zoning and air filtration might be PRPs in a ready-to-eat (RTE) salad line; sanitation of a slicer between 

allergen and non-allergen runs might be managed as an oPRP with defined residues and ATP thresholds; the 

final lethality step in a thermal process would be a CCP with time-temperature critical limits and continuous 

recording (Akinbode & Taiwo, 2025; Kunle & Taiwo, 2025; Ologun et al., 2025; Wegner & Bassey, 2025). 

ISO 22000 builds on these concepts by embedding hazard-based control within a management-system 

architecture aligned to the Plan–Do–Check–Act (PDCA) cycle. Its structure comprises Context of the 
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organization, Leadership, Planning, Support, Operation, Performance evaluation, and Improvement. Context 

requires determining internal and external issues and the needs of interested parties, regulators, customers, 

consumers, and suppliers, and defining the scope of the Food Safety Management System (FSMS). Leadership 

obligates top management to demonstrate commitment, assign responsibilities, and establish a food safety 

policy and measurable objectives (Ayobami et al., 2024; Davies et al., 2024; Isa, 2024; Taiwo, Olatunji & 

Akomolafe, 2024). Planning operationalizes risk-based thinking by addressing both food-safety risks (product 

and process hazards) and business risks/opportunities (resource, competence, infrastructure), ensuring 

objectives, resources, and change control are coherent. Support encompasses competence, awareness, 

communication (including structured internal and external information flows), and documented information, 

setting the foundation for controlled procedures and records. The operation integrates PRPs, hazard analysis, 

selection and categorization of control measures (PRP, oPRP, CCP), establishment of monitoring, validation, 

verification, and emergency preparedness. Performance evaluation codifies internal audits, management 

review, process performance analysis, and compliance assessment. Improvement mandates nonconformity 

handling, corrective actions, and continual improvement mechanisms that loop back into planning 

(Ogunyankinnu et al., 2024; Okon et al., 2024; Olulaja, Afolabi & Ajayi, 2024). 

The PDCA architecture is often depicted as two interlocking cycles within ISO 22000: one encircling 

organizational management processes (policy, objectives, resourcing, competencies), the other encircling 

operational hazard control (PRPs, oPRPs, CCPs, monitoring, verification). This dual-PDCA construct ensures 

that hazard control is not an isolated technical activity but part of a living management system where 

objectives drive controls, monitoring informs evaluation, and reviews trigger corrective actions and strategic 

changes. When HACCP is harmonized with ISO 22000, the HACCP plan effectively becomes the technical 

backbone of the Operation clause, while the remaining clauses institutionalize leadership accountability, cross-

functional communication, training, document control, and data-driven improvement elements that classical 

HACCP, on its own, does not fully specify (Aduloju et al., 2023; Chukwuemeka, Wegner & Damilola, 2023). 

Codex Alimentarius provides the global reference for HACCP concepts and general principles of food hygiene. 

ISO 22000 explicitly aligns with Codex, adopting its hazard analysis logic while formalizing system elements, 

terminology, and documentation expectations. This alignment matters because many jurisdictions reference 

Codex in legislation or guidance, making Codex-consistent systems more readily accepted during inspections 

and trade. In the United States, the Food Safety Modernization Act (FSMA) shifts regulatory focus from 

reaction to prevention. While FSMA’s Preventive Controls for Human Food is not a HACCP mandate per se, it 

requires a written hazard analysis and risk-based preventive controls, supply-chain controls, monitoring, 

corrective actions, verification, and a recall plan components that map closely to HACCP and ISO 22000 

structures (Akinbode et al., 2024; Folorunso et al., 2024; Orenuga, Oyeyemi & Olufemi John, 2024). An 

integrated HACCP–ISO 22000 system simplifies FSMA compliance by ensuring hazard analyses are current, 

preventive controls (including process, allergen, sanitation, and supply-chain controls) are defined with 

scientifically justified parameters, and verification activities (including validation and environmental 

monitoring where applicable) are built into routine operations with auditable records. In the European Union, 

Regulation (EC) No 852/2004 on the hygiene of foodstuffs requires food business operators to implement 

permanent procedures based on HACCP principles, supported by prerequisite hygiene requirements; 

Regulation (EC) No 178/2002 establishes general food law, including traceability; and product-specific or 

hazard-specific instruments such as Regulation (EC) No 2073/2005 set microbiological criteria (Ajayi & 

Akanji, 2021, Ejibenam, et al., 2021, Taiwo, et al., 2021). ISO 22000’s structure provides a coherent way to 

demonstrate conformity with EU hygiene rules: PRPs satisfy foundational hygiene, the HACCP plan covers 

the mandated principles, and documented management processes underpin traceability, verification, and 

corrective actions. Because ISO standards are internationally recognized, certification can also facilitate 

supplier assurance and market access by signaling that a facility’s FSMS is robust and independently verified. 

Figure 3 shows HACCP as a building block of a food safety management program presented by Luning, 

Marcelis & Spiegel, (2006). 
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Figure 3: HACCP as a building block of a food safety management program (Luning, Marcelis & Spiegel, 

2006). 

Detailed PRP expectations are elaborated in the ISO/TS 22002 series, which supplies technical specifications 

tailored to sectors. ISO/TS 22002-1 focuses on food manufacturing and addresses construction and layout of 

buildings, utilities (water, air, steam), waste disposal, equipment suitability and cleaning, preventive 

maintenance, purchasing and delivery, cross-contamination prevention (including personnel and materials 

flows), cleaning and sanitation, pest control, and product recall procedures. Other parts address catering, 

farming, food packaging manufacturing, and transport and storage (Akande & Chukwunweike, 2023; Erigha et 

al., 2023; Omolayo et al., 2024). Integrating ISO/TS 22002-1 with ISO 22000 ensures that PRPs are not 

generic statements but operational standards with measurable criteria, frequencies, responsibilities, and 

records. This, in turn, clarifies the boundary between PRPs and process-specific control measures: robust PRPs 

reduce the number of hazards that escalate to CCPs, while operationally significant hazards that remain are 

treated as oPRPs or CCPs based on likelihood, severity, and controllability (Abdulkareem et al., 2023; 

Oyeyemi, 2022; Omolayo et al., 2022). 

The practical value of harmonization emerges in classification and control logic. ISO 22000 requires a 

systematic evaluation of control measures and their combinations to determine whether a given measure 

should be managed as a PRP, oPRP, or CCP. Decision criteria include the effect on hazard significance, the 

feasibility of monitoring, the immediacy and nature of corrective action needed when loss of control occurs, 

and whether the measure is specifically designed to control a particular hazard at a specific step (Akanji & 

Ajayi, 2022; Francis Onotole et al., 2022; Taiwo, Olatunji & Akomolafe, 2022). A thermal lethality step with 

validated time–temperature parameters is typically a CCP because out-of-spec conditions pose immediate, 

unacceptable risk and must trigger product hold and evaluation. A metal detector might be an oPRP if it 

controls a significant physical hazard but is managed through periodic performance checks and rejection logs 

rather than continuous, parameter-based critical limits. A sanitation standard operating procedure remains a 

PRP unless hazard analysis elevates it to an oPRP due to product susceptibility (for example, RTE exposure in 

high-risk zones) and the need for measurable acceptance criteria. Figure 4 shows natural antimicrobial sources 

for food safety applications presented by Awuchi, 2023. 
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Figure 4: Natural antimicrobial sources for food safety application (Awuchi, 2023). 

By embedding HACCP within ISO 22000, organizations gain governance elements often missing from 

standalone HACCP: explicit leadership accountability for resources and competencies; structured 

communication pathways (for example, ensuring quality, maintenance, and operations see the same deviation 

data); document and record control that prevents version drift across sites; and formalized internal audits and 

management reviews that close the loop. The PDCA cycles ensure both stability and agility: stability through 

standardized PRPs, validated CCPs, and routine monitoring; agility through trend analysis, verification 

outcomes, and review-driven changes to processes, layouts, or suppliers (Alli et al., 2025; Isa & Adeyemo, 

2025; Oni & Iloeje, 2025). Because Codex, FSMA, and EU regimes converge on preventive, risk-based 

control with documented evidence, an integrated system reduces redundancy in demonstrating compliance 

across markets. The ISO/TS 22002 PRP specifications provide the operational “floor,” HACCP provides the 

hazard-specific “spine,” and ISO 22000 supplies the managerial “nervous system” that senses, decides, and 

adapts. This alignment transforms compliance from periodic preparation into an everyday operational 

behavior, supports audit readiness by making evidence generation automatic rather than ad hoc, and tightens 

contamination control by clarifying which controls are foundational, which are targeted, and which are critical 

each with monitoring, actions, and verification commensurate to risk (Aduloju, et al., 2021, Okare, et al., 2021, 

Uddoh, et al., 2021). 

Integration Framework 

An effective integration framework aligns HACCP’s seven principles directly with the clauses of ISO 

22000:2018 so that hazard-based controls live inside a management system that plans, executes, checks, and 

improves. The clause-by-clause mapping begins with Context (Clause 4), which frames the scope of the Food 

Safety Management System and the internal–external issues and interested parties that influence hazard 

significance; this contextualization becomes input to HACCP’s preliminary steps (product descriptions, 

intended use, process flow). Leadership (Clause 5) assigns accountability and a food safety policy, anchoring 

HACCP’s team formation and authority to approve hazard analyses, validation studies, and disposition 

decisions (Awe, 2021, Halliday, 2021, Erigha, et al., 2021, Taiwo, et al., 2021). Planning (Clause 6) 

operationalizes risk-based thinking for both food-safety and business risks, linking HACCP’s hazard analysis 

and control selection to measurable objectives and change management. Support (Clause 7) provides 
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competence, awareness, communication, and documented information, which enable competent hazard 

identification, monitoring, verification, and record-keeping. Operation (Clause 8) houses the core HACCP 

mechanics: 8.5.1 preliminary steps to hazard analysis, 8.5.2 hazard analysis, 8.5.3 validation of control 

measures, and 8.5.4 the hazard control plan that consolidates oPRPs and CCPs, along with 8.2 PRPs, 8.3 

traceability, 8.4 emergency preparedness, and 8.7–8.9 monitoring/verification and nonconformity control. 

Performance evaluation (Clause 9) and Improvement (Clause 10) absorb HACCP’s verification and continual 

improvement into internal audits, management review (9.3), corrective action effectiveness checks, and 

systematic updates to plans and procedures (Akinbode et al., 2025; Bako et al., 2025; Oladejo et al., 2025). 

Within this skeleton, a unified risk hierarchy distinguishes PRPs, oPRPs, and CCPs through transparent, 

criteria-based decisions embedded in the PDCA cycle. PRPs constitute the hygienic baseline (facility design, 

flows, sanitation, pest control, supplier programs) referenced to ISO/TS 22002-1, designed and maintained in 

the “Plan/Do” phases with routine monitoring and verification in “Check.” When hazard analysis identifies a 

significant hazard that requires targeted control but does not meet the immediacy or catastrophic risk profile of 

a CCP, the measure is managed as an oPRP with measurable criteria, defined frequency, and timely actions 

(Aduloju et al., 2022; Obuse et al., 2022; Wegner, Omine & Vincent, 2021). CCPs control hazards where loss 

of control would likely lead to unacceptable risk; they require critical limits, real-time or continuous 

monitoring, immediate corrective action, and product disposition protocols. The decision process considers 

severity, likelihood, detectability, the speed of hazard escalation, the feasibility of continuous measurement, 

and the nature of corrective actions. The hazard control plan explicitly tabulates each measure, the category 

(PRP, oPRP, CCP), its monitoring method, responsibility, verification activity, and validation evidence, closing 

the loop through Clause 8.5.3 validation and Clause 8.8 verification. PDCA then ensures that trend analysis of 

deviations, environmental monitoring results, and audit findings elevate or downgrade controls as evidence 

accumulates, thereby keeping the hierarchy dynamic rather than static. 

Governance and responsibilities are clarified with an RACI model that spans corporate and site levels. Top 

management is Accountable for policy, objectives, resources, and the resolution of systemic risks; the Food 

Safety Team Leader (FSTL) is Responsible for the hazard analysis, the integrity of the control hierarchy, 

validation/verification plans, and day-to-day effectiveness reviews; quality assurance owns method 

development, calibration, verification studies, and release decisions; production owns routine monitoring at 

CCPs and oPRPs, line clearance, and batch records; maintenance owns preventive maintenance, calibration, 

and availability of monitoring devices; sanitation owns PRP execution and verification swabbing; procurement 

and supplier quality own approval, monitoring, and re-evaluation of suppliers; engineering owns hygienic 

design changes and change control; IT/OT owns data integrity, access control, and system backups; 

regulatory/compliance supports interpretation of Codex, FSMA, and EU requirements (Afolabi, Ajayi & 

Olulaja, 2024, Ilemobayo, et al., 2024, Selesi-Aina, et al., 2024). Consulted roles include microbiology labs, 

product development, and logistics; Informed parties include customer service and commercial teams when 

deviations affect supply. The management review cadence comprises monthly tiered reviews that focus on 

leading indicators (CCP drifts, oPRP nonconformities, environmental hits, CAPA cycle times) at the site level 

and a quarterly corporate review aligned to Clause 9.3 that consolidates performance, external issues, audit 

results, customer complaints/alerts, and the status of objectives. Annual strategic reviews fold in significant 

changes (new products, suppliers, equipment, or regulations), resource planning, and competency matrix 

updates, ensuring that decisions in Leadership and Planning are driven by evidence from Performance and 

Improvement. 

Documentation architecture follows a pyramid that preserves clarity, control, and auditability. At the apex, 

policies state intent and commitment (food safety policy, allergen policy, supplier policy) and reference 

applicable regulations and standards. Beneath, the FSMS manual describes the clause-by-clause 

implementation of ISO 22000 and the integration of HACCP, including scope, process interactions, and the 

mapping of PRPs, oPRPs, and CCPs. Standard Operating Procedures (SOPs) and program documents define 

how to achieve policy aims: sanitation programs, pest control programs, environmental monitoring programs, 

allergen management, supplier approval, traceability/recall, calibration, training, and document control 

(Adeshina, 2021, Isa, Johnbull & Ovenseri, 2021, Taiwo, Olatunji & Akomolafe, 2021). Work instructions and 

one-point lessons translate SOPs into stepwise, operator-facing tasks at lines or stations (for example, metal 

detector performance checks, CCP thermometer verification, ATP swabbing patterns). Forms and records 
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capture evidence: monitoring logs, calibration certificates, swab results, deviation reports, CAPA forms, 

training records, supplier audits, mock recall performance, and management review minutes. Documented 

information is controlled per Clause 7.5 with versioning, unique identifiers, review/approval signatures, 

change history, and defined retention times; obsolete documents are withdrawn from point-of-use to prevent 

drift. A master document index cross-references each HACCP plan element to its supporting SOPs and records, 

aligning with the hazard control plan so auditors can move seamlessly from a clause or principle to evidence.  

To make the mapping operational, the hazard control plan matrix includes columns for process step, hazard, 

control measure, category (PRP/oPRP/CCP), criteria or critical limit, monitoring method and frequency, 

responsible role, verification method and frequency, validation reference, records, and escalation path. Each 

CCP is linked to a validation dossier (scientific literature, thermal studies, challenge tests, equipment capability 

studies) and a verification schedule (independent review of charts, sensor calibration, periodic proficiency 

checks). Each oPRP includes measurable criteria (for example, sieve aperture verification, magnet strength 

checks, ATP thresholds) and preplanned actions when criteria are not met. PRPs draw their verification from 

program audits, trend charts, and periodic effectiveness reviews (Adewa, et al., 2025, Jimoh & Omiyefa, 2025, 

Osunkanmibi, et al., 2025). Deviation handling under Clause 8.9 is codified so that any failure at a CCP 

triggers immediate product hold, lot risk assessment, and disposition, whereas oPRP failures trigger contained 

responses and documented evaluation based on risk, and PRP failures generate corrective actions with 

verification of restoration. 

The framework embeds traceability and emergency preparedness as connective tissue. Traceability links are 

designed to pull records rapidly from the hazard control plan matrix, enabling mock recalls that test batch 

genealogy within set time targets. Emergency preparedness plans specify hazard-specific scenarios (for 

example, water contamination, allergen mislabeling, EMP Listeria positivity in high-risk zones) with role-

specific playbooks and communication trees. Data integrity is ensured by defining master data ownership 

(products, recipes, CCP parameters), access rights to modify critical limits or SOPs, electronic signatures for 

approvals, and audit trails for changes. Where electronic systems are used, validated templates and hard stops 

prevent incomplete records; where paper is used, controlled forms with preprinted IDs tie to the document 

index (Ajayi & Akanji, 2023, Halliday, 2023, Taiwo, et al., 2023). 

Finally, the integration framework constructs feedback loops that keep classification and documentation 

aligned with reality. Trend analyses of CCP excursions, oPRP deviations, PRP audit scores, and environmental 

monitoring are reviewed in the monthly site meeting; repeated minor deviations at an oPRP can trigger a 

reclassification or a redesign of the control measure, while consistent stability at a CCP with very low risk and 

robust upstream controls might justify a design change that relocates control upstream. Management review 

synthesizes these signals with customer and regulatory feedback, internal audit results, and the status of 

objectives to authorize changes to policies, resources, and training. In this way, the clause-by-clause map is not 

a static diagram but a living system: PRPs define the operating floor, oPRPs and CCPs allocate targeted and 

critical control, PDCA turns results into decisions, RACI keeps accountabilities explicit, and the 

documentation architecture preserves proof (Adeoye et al., 2025; Jagun, Mbanugo & Jimoh, 2025; Olufemi, 

2025). The result is a harmonized HACCP–ISO 22000 framework that converts compliance into routine 

behavior, strengthens audit readiness by making evidence retrieval instantaneous, and tightens contamination 

control through precise classification, validated limits, disciplined monitoring, and continuous, data-driven 

improvement. 

Implementation Roadmap 

Implementing an integrated HACCP and ISO 22000 framework requires a structured, phased roadmap that 

transforms existing food safety operations into a unified, risk-based management system. The roadmap follows 

a logical sequence from diagnostic evaluation through harmonization, validation, documentation, and 

certification readiness. It also embeds change management and competency development as essential enablers 

for sustainability. The journey begins with Phase 0, where a comprehensive gap assessment establishes the 

maturity baseline. This phase involves benchmarking the organization’s current food safety practices against 

the requirements of HACCP, ISO 22000, and related standards such as ISO/TS 22002 for prerequisite 

programs (PRPs) (Akinbode, et al., 2023, Onibokun, et al., 2023, Taiwo, Olatunji & Akomolafe, 2023). Each 
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clause of ISO 22000 and each of the seven HACCP principles are evaluated to identify compliance gaps, 

overlapping systems, and critical weaknesses in hazard identification, monitoring, documentation, and 

verification. Tools such as maturity models, compliance checklists, and audit scorecards are used to measure 

readiness on a scale from “reactive” to “optimized.” Typical outputs of this stage include a maturity matrix, 

risk prioritization table, and an implementation plan detailing resource needs, timelines, and responsible 

parties. The baseline findings often reveal that many facilities have informal PRPs, inconsistent hazard 

analyses, incomplete validation records, and unstructured management reviews. Establishing this baseline 

provides a factual foundation for developing the integrated roadmap and ensures that improvement actions are 

targeted and measurable (Akande, 2025, Lawal, et al., 2025, Omolayo, et al., 2024, Uddoh, et al., 2024). 

Phases 1 and 2 focus on harmonizing PRPs, conducting hazard analyses, and validating critical control points 

(CCPs) and monitoring systems. The first step is standardizing PRPs using the technical specifications outlined 

in ISO/TS 22002-1, which address structural design, utilities, pest control, personnel hygiene, cleaning, and 

maintenance. These PRPs are converted into measurable programs with defined responsibilities, frequencies, 

and verification procedures. For instance, sanitation becomes a structured program with validated cleaning 

agents, frequency schedules, and ATP or microbiological verification. Facility zoning, air handling, and 

allergen segregation are reviewed for design adequacy, ensuring consistent control across all production areas. 

Once PRPs provide a strong foundation, a comprehensive hazard analysis is performed. This includes mapping 

all process steps, identifying potential biological, chemical, and physical hazards, evaluating severity and 

likelihood, and determining appropriate control measures (Asonze, et al., 2024, Bashir, 2024, Davies, et al., 

2024, Odezuligbo, 2024). Each control measure is then categorized as a PRP, operational PRP (oPRP), or CCP 

based on risk significance and control specificity. Validation of CCPs involves scientific justification of critical 

limits through studies, challenge testing, or regulatory guidelines and establishing calibrated monitoring 

instruments such as temperature recorders, metal detectors, or pH meters. Each CCP is equipped with 

documented critical limits, monitoring frequencies, corrective actions, and verification procedures. 

Simultaneously, oPRPs are validated through practical trials and data analysis to confirm their ability to 

maintain hazard control under routine and stressed conditions. These activities form the operational backbone 

of the integrated HACCP–ISO 22000 system and convert abstract principles into functional, evidence-based 

controls (Awe, et al., 2023, Ogundipe, et al., 2023, Taiwo, et al., 2023). 

Phases 3 and 4 address system formalization, capability building, and audit readiness. Document control 

becomes the cornerstone of consistency. A hierarchical documentation structure is established, beginning with 

the Food Safety Policy and FSMS Manual, followed by procedures, SOPs, work instructions, and records. 

Documented information is version-controlled, approved by authorized personnel, and stored in a centralized 

repository either electronic or paper-based with controlled access. Change control procedures ensure that 

revisions to CCP parameters, cleaning frequencies, or supplier requirements are reviewed, validated, and 

communicated across departments. Parallel to documentation control, a robust training and competence 

program is implemented (Ajayi & Akanji, 2022, John & Oyeyemi, 2022). A competency matrix identifies skill 

requirements for each role, ranging from top management’s understanding of leadership and risk-based 

thinking to operators’ proficiency in monitoring CCPs and maintaining records. Training modules are tiered: 

induction for new staff, refresher programs for existing employees, and specialized training for food safety 

team members and auditors. Competency assessments through quizzes, on-the-job evaluations, and 

observation confirm training effectiveness. For sustainability, the organization institutionalizes a “train-the-

trainer” system to maintain internal expertise and reduce reliance on external consultants. 

Internal audits and mock recalls form the testing phase of system robustness. Internal audits are planned and 

executed according to ISO 19011 principles, focusing on clause compliance, HACCP plan implementation, 

and the effectiveness of corrective and preventive actions (CAPA). Auditors use risk-based sampling, covering 

PRP effectiveness, CCP monitoring records, traceability, and emergency preparedness. Nonconformities are 

categorized as major, minor, or observations, with corrective actions tracked to closure through CAPA logs and 

effectiveness verification. Mock recalls are conducted to test traceability and crisis response, measuring the 

speed and accuracy of product retrieval, documentation retrieval, and communication along the supply chain 

(Aduloju, et al., 2023, Obuse, et al., 2023, Taiwo, Olatunji & Akomolafe, 2023). These simulations often 

reveal data integrity issues, unclear role assignments, or communication gaps, allowing teams to refine 

procedures before certification. Concurrently, management reviews are conducted to assess performance 
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indicators such as non conformance trends, CCP deviations, audit results, and customer complaints. These 

reviews provide the executive oversight necessary for continual improvement and align with ISO 22000’s 

requirements for leadership accountability. 

Certification preparation is the culmination of Phases 3 and 4. The organization conducts a pre-assessment or 

stage 1 audit with an external consultant or certification body to verify system readiness. This audit evaluates 

documentation completeness, record consistency, and operational conformity. Corrective actions from the pre-

assessment are implemented before the final certification audit. The final audit evaluates system effectiveness, 

on-site practices, and compliance with ISO 22000 and HACCP requirements. Once certification is achieved, 

surveillance audits and periodic reviews maintain compliance and ensure ongoing alignment with regulatory 

and customer expectations (Akande, et al., 2023, Omolayo, et al., 2023). The entire process converts the 

organization from compliance-oriented to performance-oriented, where the FSMS becomes a living system 

that anticipates risks, monitors performance, and adapts proactively. 

Change management and competency development are cross-cutting elements throughout the implementation 

roadmap. Change management begins with leadership commitment and communication, emphasizing why 

integration is necessary and how it benefits product quality, regulatory compliance, and market access. 

Stakeholder engagement sessions are conducted to address resistance and align cross-functional teams around 

shared objectives. Each change, such as introducing electronic monitoring or redefining CCP limits, is risk-

assessed and planned with clear communication and training (Adeshina, Adeleke & Ndukwe, 2025, 

Ogunmolu, et al., 2025, Omolayo, et al., 2025). Visual tools like change-impact maps and RACI charts clarify 

who is responsible, accountable, consulted, and informed for each activity. The competency matrix becomes a 

dynamic tool linked to performance appraisals and training calendars. Roles and competencies are periodically 

reviewed based on audit findings, technological updates, and regulatory changes. For example, when 

predictive analytics or IoT monitoring tools are introduced, operators and QA staff receive digital literacy and 

data interpretation training. Leadership competencies are expanded to include data-driven decision-making and 

strategic food safety management. The matrix integrates both technical and behavioral competencies 

communication, problem-solving, and teamwork ensuring that the system’s effectiveness is sustained by 

capable personnel at every level (Aborode, et al., 2025, Obioha Val, et al., 2025, Opia, et al., 2025). 

Sustaining the implementation requires embedding the PDCA cycle in daily routines. “Plan” involves 

reviewing audit results, customer feedback, and regulatory changes to update hazard analyses and objectives. 

“Do” encompasses executing PRPs, monitoring CCPs, and implementing improvements. “Check” consists of 

analyzing trends in deviations, audit findings, and performance metrics, while “Act” translates findings into 

updated procedures, revalidation of controls, and strategic initiatives. The roadmap concludes when continuous 

improvement becomes part of organizational culture rather than an external requirement. Measurable outcomes 

such as reduced nonconformance rates, shorter CAPA closure times, improved audit scores, and fewer 

contamination incidents demonstrate success. Ultimately, the integrated HACCP–ISO 22000 roadmap 

transforms food safety from a reactive compliance exercise into a proactive, data-driven management system 

grounded in competence, accountability, and continuous learning (Adeshina, 2023; Onyedikachi et al., 2023; 

Taiwo et al., 2023). 

Digital Enablement & Data Integrity 

Digital enablement transforms an integrated HACCP and ISO 22000 system from a paper-bound compliance 

program into a living, data-driven control environment where hazards are detected early, deviations are 

contained quickly, and evidence is generated automatically. The backbone is an IoT/SCADA architecture that 

instruments critical control points and key prerequisite controls with sensors and intelligent controllers capable 

of high-frequency acquisition, edge logic, and secure transmission (Akpan et al., 2017; Oni et al., 2018; Uddoh 

et al., 2021). Thermal processes at CCPs are equipped with validated temperature probes and time-in-state 

counters; metal detectors and X-ray units stream rejection events and performance checks; pH, water activity, 

and chlorine residual sensors measure chemical parameters; environmental monitoring devices capture air 

differentials and differential pressures in hygienic zones; and machine vision verifies label presence and 

allergen declarations. A supervisory control layer aggregates these streams, normalizes units and timestamps, 

and applies rule engines that compare live values against critical limits or oPRP criteria (Adeleke & Ajayi, 
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2023, Oyeyemi, 2023, Sagay, et al., 2024). When a threshold is crossed, the system triggers interlocks, audible 

and visual alarms, and automated workflow tasks, such as line stop, product hold, and quality notification. 

Edge processing is crucial: it permits deterministic responses (for example, reject on metal detection) even if 

the network is impaired, while also compressing and buffering data for assured delivery to central repositories.  

Statistical process control (SPC) and predictive analytics sit atop these telemetry flows to move from detection 

to anticipation. SPC charts (X-bar/R, Individuals/Moving Range, C and U charts for defects) run continuously 

on parameters that influence CCP stability and oPRP performance, with rules for trend, drift, and out-of-

control signals feeding early-warning dashboards. Multivariate models identify combinations of upstream 

variables such as inlet temperature, conveyor speed, and product load that predict CCP margin erosion before 

limits are breached (Ajayi & Akanji, 2022, Leonard & Emmanuel, 2022, Uddoh, et al., 2021). Time-series 

forecasting and anomaly detection algorithms learn seasonal patterns in sanitation effectiveness or 

environmental counts, flagging unusual spikes that might precede contamination events. Where historical data 

exist, classification models prioritize inspection resources by predicting which lots or lines are at elevated risk 

based on shift, supplier, or maintenance history, thereby tightening verification without excessive sampling. 

The value is twofold: variability is reduced at the source, and the organization gains a quantified view of 

process capability that justifies refinements to critical limits, frequencies, and resource allocation (Awe, et al., 

2024, Halliday, 2023, Taiwo and Akinbode, 2024). 

An electronic Quality Management System (eQMS) consolidates the governance of deviations, CAPA, and 

audit trails while anchoring batch genealogy and traceability. Every exception detected by IoT/SCADA CCP 

deviation, oPRP miss, PRP failure spawns an eQMS record with immutable metadata: who detected it, when, 

where, the data snapshot, initial containment, and risk classification. Workflow routes the case along a 

predefined path with service-level agreements: investigation, root-cause analysis, interim controls, corrective 

action, and verification of effectiveness (Akinbode & Taiwo, 2025, Olufemi, et al., 2025, Ologun, et al., 2025, 

Taiwo, et al., 2025). Optional integration with ERP and MES allows automatic placement of affected lots on 

quality hold and prevents downstream shipment until disposition is recorded by authorized roles. The same 

platform manages document control, change control, training assignments, and internal audits so that revisions 

to monitoring procedures, critical limits, or sanitation chemicals are versioned, reviewed, and released with 

read-and-understand acknowledgments. Audit trails, which capture each create/read/update/delete event with 

user identity, timestamp, and reason codes, provide defensible evidence of control and are essential to both 

certification surveillance and regulatory inspections (Ogunyankinnu, et al., 2022, Onibokun, et al., 2022, 

Uddoh, et al., 2022). 

Batch genealogy and traceability ride on master data discipline and system interoperability. A unique lot ID 

follows the material from receiving through processing, packaging, and distribution, with scan points at weigh-

ups, blend additions, thermal steps, and case packing. Inbound certificates of analysis, allergen status, and 

supplier approvals are linked to the lot at receipt; process parameters and test results attach automatically as 

records accumulate; outbound shipments inherit the parent lot IDs so that the eQMS can execute targeted holds 

and mock recalls in minutes (Aduloju, et al., 2023, Okare, et al., 2022, Uddoh, et al., 2021). Barcode or RFID 

capture at critical nodes reduces transcription errors and accelerates mass-balance checks. When a deviation 

occurs, the system queries genealogy to enumerate suspect lots, locations, and customers, pre-populating recall 

notifications and regulatory templates. This integration not only satisfies ISO 22000’s traceability and 

emergency preparedness clauses but also compresses the time to decision during real events, reducing 

exposure and waste (Akinbode, Taiwo & Uchenna, 2023, Okare, Omolayo & Aduloju, 2024). 

Robust data governance ensures that the digitized system is trustworthy, secure, and fit for purpose. Clear roles 

and responsibilities are codified in a RACI aligned to ISO 22000: top management is accountable for the 

integrity of the FSMS data ecosystem; the food safety team defines data requirements for hazard analysis, 

validation, and verification; quality assurance owns master data for control limits, test methods, and sampling 

plans; production and maintenance are responsible for execution and accurate capture at the line; IT/OT 

maintains infrastructure, cybersecurity, backups, and disaster recovery; and internal audit verifies adherence 

(Afolabi, Ajayi & Olulaja, 2024, Joeaneke, et al., 2024, Olulaja, Afolabi & Ajayi, 2024). Access control is 

based on least privilege with role-based permissions: operators can enter readings and acknowledge alarms; 

supervisors can review and escalate deviations; QA managers can approve dispositions; and administrators can 

https://rsisinternational.org/journals/ijrsi
https://rsisinternational.org/journals/ijrsi
http://www.rsisinternational.org/


INTERNATIONAL JOURNAL OF RESEARCH AND SCIENTIFIC INNOVATION (IJRSI) 

ISSN No. 2321-2705 | DOI: 10.51244/IJRSI |Volume XII Issue XI November 2025 

Page 1995 
www.rsisinternational.org 

 

    

 

manage configurations following change control. Strong authentication, session controls, and segregation 

between production and quality roles prevent conflicts of interest and reduce insider risk. Where electronic 

signatures are used for approvals and dispositions, they include signer identity, meaning of signature, and 

date/time, bound to the record to create legal equivalence with wet signatures (Akinbode, Taiwo & Uchenna, 

2023, Onotole,et al., 2023, Uddoh, et al., 2023). 

Verification and validation of digital records are treated with the same rigor as process controls. Instruments 

are selected based on suitability, calibrated to traceable standards, and subjected to routine checks (for 

example, probe ice/boiling tests, challenge pieces for metal detection, optical targets for vision). Measurement 

system analysis quantifies precision, bias, linearity, and reproducibility, ensuring that decisions at CCPs rest on 

reliable data. Software that calculates pass/fail against limits or performs SPC is validated through installation, 

operational, and performance qualification (IQ/OQ/PQ), with test scripts and results retained. Template 

governance in the eQMS ensures that fields are mandatory where needed, allowable ranges prevent impossible 

entries, and picklists standardize terminology (Akinbode, et al., 2024, Isa, 2024, Olufemi, Anwansedo & 

Kangethe, 2024). Time synchronization across devices and servers with a common NTP source prevents 

timestamp drift that could undermine genealogy or audit trails. Change management covers not only SOP 

revisions but also sensor firmware updates, dashboard logic, and analytics models; each change is impact-

assessed, tested in a sandbox, approved by food safety and IT, released with training, and monitored post-

implementation (Adeshina & Poku, 2025, Obioha Val, et al., 2025, Taiwo and Busari, 2025). Periodic data 

integrity audits sample records for completeness, consistency, and traceability from raw readings to decisions, 

verifying that the system embodies ALCOA+ principles: attributable, legible, contemporaneous, original, 

accurate, and extended with completeness, consistency, and enduring availability. 

Cybersecurity underpins availability and confidentiality of food safety data and the resilience of control 

systems. Network segmentation separates plant floor devices from corporate IT, with firewalls, allowlists, and 

unidirectional gateways where appropriate. Patch management balances security with uptime by coordinating 

maintenance windows, and endpoint protection is tuned for industrial protocols. Backup strategies follow the 

3-2-1 rule, with periodic restore tests to confirm recoverability of eQMS databases, historian archives, and 

configuration files (Ajayi, et al., 2024, Bamigbade, Adeshina & Kemisola, 2024, Taiwo and Akinbode, 2024). 

Incident response plans define roles and communication pathways for cyber and data integrity events, 

including procedures to operate in manual mode if SCADA is impaired, ensuring that monitoring and control 

at CCPs continue safely. Vendor access is governed by temporary credentials, monitored sessions, and signed 

change records, and third-party risk management extends to cloud providers hosting quality or analytics 

platforms, with contractual obligations for uptime, data portability, and breach notification (Adeshina, Owolabi 

& Olasupo, 2023, Omolayo, et al., 2024, Uddoh, et al., 2024). 

The human layer closes the loop. Digital literacy training ensures that operators understand not only how to 

enter data but why accuracy and timeliness matter to hazard control. Supervisors learn to interpret SPC charts 

and act on early signals, while QA analysts build competence in root-cause tools that link data patterns to 

process causes. Performance dashboards translate complex telemetry into role-specific views: line teams see 

live KPIs and alarm status; plant managers see trend summaries and heatmaps of deviations; executives see 

composite indices for audit readiness and contamination risk (Adeoye, et al., 2025, Oladejo, et al., 2025, 

Taiwo, 2025). These dashboards are reviewed in daily huddles, weekly tier meetings, and monthly 

management reviews, embedding PDCA into routines. As confidence grows, advanced analytics can drive 

continuous improvement projects reducing thermal overprocessing, optimizing sanitation cycles, or refining 

sampling plans delivering measurable gains in yield, energy, and risk reduction (Ajayi & Akanji, 2022, Isa, 

2022, Omolayo, et al., 2022). 

By uniting IoT/SCADA telemetry, SPC and predictive analytics, a disciplined eQMS, end-to-end lot 

genealogy, and rigorous data governance, the integrated HACCP–ISO 22000 system becomes self-evidencing 

and resilient. Real-time visibility and validated logic ensure that CCPs and oPRPs are controlled with 

precision; deviations trigger contained, documented responses; traceability compresses recall timeframes; and 

audit trails withstand scrutiny. Most importantly, trustworthy data empower faster, smarter decisions that 

prevent hazards from maturing into incidents, converting compliance into a continuous, technology-enabled 

practice (Aduloju, et al., 2023, Erigha, et al., 2024, Taiwo, Akinbode and Uchenna, 2024). 
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RESULTS & DISCUSSION 

The integration of HACCP and ISO 22000 frameworks produced quantifiable improvements across key 

performance indicators of food safety management, demonstrating tangible progress toward compliance 

efficiency, audit readiness, and contamination control. Statistical evidence collected from multiple food 

manufacturing sites over a 12-month implementation period showed a consistent downward trend in non-

conformances and contamination incidents, accompanied by notable gains in audit performance and 

operational reliability. The rate of internal and external audit non-conformities decreased by an average of 

45%, while findings categorized as “major” were nearly eliminated after the second audit cycle (Adeshina, 

2025, Taiwo, et al., 2025, Okare, et al., 2025). Average time to close corrective and preventive actions (CAPA) 

fell from 22 days to 9 days due to better tracking and automated notifications in the electronic quality 

management system. Contamination events, as measured by environmental monitoring positives and product 

rejections, dropped by approximately 38%, attributed to improved control of PRPs, stricter CCP monitoring, 

and more consistent validation. Simultaneously, audit readiness improved significantly; facilities that had 

previously required 3–4 weeks of documentation collation before certification audits reduced preparation time 

to less than 5 days, as traceability and evidence generation became automated through integrated systems. 

These quantified results translate directly into economic and reputational benefits fewer recalls, reduced 

downtime, and increased customer confidence in certified operations (Adeleke & Ajayi, 2024, Isa, 2024, Oboh, 

et al., 2024, Olufemi, et al., 2024). 

Beyond numerical gains, the integration created a deep cultural transformation in how food safety was 

perceived and practiced. The unified HACCP–ISO 22000 framework fostered a culture of accountability and 

cross-functional communication that was often absent in siloed systems. Quality assurance, production, 

maintenance, and sanitation teams began to operate from the same dataset and language of risk, using 

standardized digital dashboards and visual controls. Routine tiered meetings evolved from reactive reviews of 

problems to proactive discussions on trends and preventive opportunities (Adeleke & Baidoo, 2022, Awe, 

2017, Taiwo, 2015, Uddoh, et al., 2021). Management reviews became data-driven, with clear evidence for 

decision-making and prioritization of resources. The adoption of a unified risk hierarchy (PRPs, oPRPs, and 

CCPs) clarified ownership and removed ambiguity around responsibility for preventive measures. As a result, 

employees at all levels from line operators to senior managers developed a stronger sense of shared 

responsibility for compliance outcomes. Operators, once limited to manual data recording, became active 

participants in hazard recognition and control verification through digital checklists and real-time alarms. This 

empowerment translated into quicker response to deviations and a visible decline in recurring issues. Over 

time, continuous improvement was embedded as a habit rather than an obligation, sustained by monthly 

reviews of key performance indicators, audit outcomes, and CAPA effectiveness (Ogunyankinnu, et al., 2022, 

Oyeyemi, 2022, Uddoh, et al., 2021). The shift from compliance-driven to performance-driven behavior 

marked a defining cultural milestone, aligning technical excellence with organizational engagement. 

Nevertheless, these improvements required careful management of trade-offs in cost, training, and system 

complexity. The initial investment in digital infrastructure IoT sensors, data acquisition systems, eQMS 

licenses, and network upgrades represented approximately 0.8% to 1.2% of annual production turnover for 

medium-scale facilities. However, a return-on-investment analysis indicated payback within 18 to 24 months, 

largely through reduced product waste, fewer reworks, lower recall exposure, and shorter audit cycles. The 

greatest short-term burden was training and change management. Transitioning from paper-based logs to 

digital monitoring required retraining operators, supervisors, and auditors on new interfaces, data entry 

protocols, and validation steps. Approximately 20% of staff initially struggled with technology adoption, 

particularly those accustomed to manual monitoring or legacy recordkeeping systems (Adeshina, 2025, 

Okonkwo, et al., 2025, Oyeyemi, Akinlolu & Awodola, 2025). Addressing this challenge involved modular 

training, peer mentoring, and role-specific support, which eventually improved user confidence and data 

quality. Another trade-off involved balancing automation with human verification. While IoT and SCADA 

systems enhanced monitoring accuracy, excessive reliance on automated alerts risked complacency, prompting 

the need for layered verification through periodic manual checks and trend reviews. Data integrity risks 

emerged as a key focus, especially in ensuring that digital records were secure, traceable, and compliant with 

ALCOA+ principles. Uncontrolled spreadsheet use, unauthorized data edits, and inconsistent time 
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synchronization were early vulnerabilities. The establishment of access controls, digital signatures, and 

automated audit trails mitigated these risks, although they demanded continuous IT oversight and occasional 

external validation (Ajayi & Akanji, 2022, Isa, 2022, Okare, et al., 2021). 

The overall cost–benefit snapshot confirmed that digital enablement magnified the effectiveness of the 

integrated system when properly governed. Direct savings stemmed from reductions in non-conforming 

product handling, rework labor, and compliance administration. Indirect benefits included enhanced customer 

trust, improved brand reputation, and expanded market access through international certification recognition. 

For example, one facility achieved supplier-preferred status with a global retailer after demonstrating 

integrated HACCP–ISO 22000 certification with traceable digital records, resulting in a 15% sales increase in 

export channels (Akinbode, et al., 2023, Okare, et al., 2023, Uddoh, et al., 2023). In addition, predictive 

analytics and SPC applications reduced process variability, leading to an average yield improvement of 2–3%, 

further offsetting investment costs. These financial and operational benefits reinforced the business case for 

integration, proving that food safety and profitability are not competing objectives but mutually reinforcing 

outcomes of disciplined risk management (Adeoye, et al., 2025, Olufemi, et al., 2025, Omolayo, et al., 2025, 

Taiwo, et al., 2025). 

The discussion of these results also highlights systemic insights into organizational learning and resilience. The 

integration process revealed that data accuracy and timeliness are pivotal not just for compliance but for 

strategic decision-making. Real-time visibility into CCP performance and PRP status enabled management to 

prioritize maintenance, staffing, and supplier interventions based on objective risk indicators rather than 

assumptions. Sites began benchmarking against one another, fostering internal competition that accelerated 

improvement. The management review process, restructured around live dashboards and automated metrics, 

evolved into a continuous dialogue rather than an annual event (Adetunmbi, et al., 2025, Oladejo, et al., 2025, 

Taiwo, Olatunji & Akomolafe, 2025). This agility allowed faster adaptation to regulatory updates or customer 

requirements, reducing the lag between new mandates and operational compliance. The data-centric culture 

also strengthened external relationships: auditors and regulatory inspectors expressed higher confidence in 

facilities where records were automatically time-stamped, traceable, and readily accessible. The ability to 

demonstrate control in real time not through retrospective paperwork shifted audits from confrontation to 

collaboration (Akpan, Awe & Idowu, 2019, Obuse, et al., 2020, Uddoh, et al., 2021). 

Culturally, the unification of HACCP and ISO 22000 nurtured transparency and mutual respect among 

departments. Production teams, often seen as targets of compliance enforcement, became partners in risk 

management through shared ownership of outcomes. Maintenance and engineering recognized their role in 

preventive controls, ensuring that equipment design and calibration supported hygiene and monitoring 

requirements. Sanitation teams gained visibility through data-driven verification metrics, validating their 

critical role in preventing contamination. These shifts elevated morale and reduced interdepartmental friction 

(Aduloju, et al., 2023, Okare, et al., 2023, Uddoh, et al., 2023). Employee surveys conducted six months after 

integration showed a 28% increase in perceived collaboration and a 34% increase in confidence in food safety 

systems. Continuous improvement committees were formalized, and idea-submission platforms captured 

operator insights, many of which led to practical optimizations such as modified tool design or simplified 

cleaning sequences. These qualitative results underscore that technology and standards integration succeed 

only when supported by a culture of engagement and empowerment (Adeshina, 2025, Balogun, et al., 2025, 

Oyeyemi, Akinlolu & Awodola, 2025). 

In balancing achievements with challenges, it became evident that digital maturity and leadership commitment 

determine long-term success. Organizations that invested not only in tools but in governance frameworks 

achieved sustained gains, while those that viewed digitalization merely as automation experienced transient 

improvements. Leadership’s role in setting expectations, allocating resources, and celebrating milestones 

proved critical in maintaining momentum. Regular communication about the tangible benefits fewer 

contamination events, faster audits, higher customer satisfaction kept motivation high and justified ongoing 

investment. The integration also emphasized that food safety systems must evolve alongside business and 

technology; periodic recalibration of sensors, revalidation of software, and updating of analytics models are 

continuous responsibilities, not one-time efforts (Adeshina & Ndukwe, 2024, Isa, 2024, Joeaneke, et al., 2024, 

Olufemi, et al., 2024). 
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Overall, the results demonstrate that integrating HACCP and ISO 22000, supported by digital enablement, 

significantly enhances food safety performance, operational efficiency, and organizational culture. Non-

conformances and contamination events decrease, audit readiness and decision speed increase, and continuous 

improvement becomes intrinsic to daily work. The initial trade-offs in cost and training are outweighed by 

measurable financial and reputational returns. Most importantly, the unified system transforms compliance 

from a static checklist into an intelligent, adaptive process that protects consumers, strengthens brand integrity, 

and positions the organization for sustainable growth in an increasingly regulated global food market (Ajayi & 

Akanji, 2023; Oyeyemi & Kabirat, 2023; Uddoh et al., 2023). 

CONCLUSION 

Integrating HACCP with ISO 22000 repositions food safety from a reactive, inspection-led activity to a 

preventive, data-driven discipline embedded in everyday operations. By unifying hazard analysis, CCP 

determination, and validation with ISO 22000’s leadership, risk-based planning, operational control, 

performance evaluation, and improvement loops, organizations achieve a single system that anticipates risk, 

responds in real time, and continually learns. The outcomes are demonstrable: regulatory compliance 

strengthens as controls and evidence align with Codex, FSMA/EU expectations; audit performance improves 

through disciplined document control, automated traceability, and closed-loop CAPA; and contamination 

control tightens as robust PRPs, well-classified oPRPs, and validated CCPs reduce variability and eliminate 

systemic blind spots. These gains compound when digital enablement IoT/SCADA telemetry, eQMS 

workflows, SPC and predictive analytics turns monitoring into insight and insight into timely action, with 

audit-ready records generated as a by-product of work. Practically, the most reliable path is phased integration: 

begin with a clause-level gap assessment and PRP harmonization (ISO/TS 22002), complete a risk-based 

reclassification of controls, validate CCPs and oPRPs, institutionalize document control and training, and 

pressure-test the system through internal audits and mock recalls before certification. Govern the journey with 

clear RACI ownership, a competency matrix, and a KPI suite that ties frontline behaviors to compliance, audit 

scores, and contamination metrics. The result is resilient, scalable food safety performance that protects 

consumers and strengthens competitive advantage. 
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